
Abstract—Context: The management of public resources is

subject to illegal acts and the automatic identification of such

acts depends on the analysis of a lot of data. Objective: The ob-

ject  of  this  work  is  the  analysis  of  scientific  publications

through a study based on systematic mapping with the purpose

of evaluating them in relation to the use of automated tools to

identify crimes against public administration in databases from

the  perspective  of  researchers  in  the  data  science  context.

Method:  Using  PICO  strategy  (Population,  In-  tervention,

Comparison,  and Outcome),  a  systematic  mapping  was  con-

ducted to find the primary studies in the literature and collect

evidence for directing future research. Results: Nineteen works

were found that fit the proposed cri- teria. Almost 80% of the

studies found seek to identify some type of fraud in bidding

processes, obtaining accuracies between 72% and 99%. The re-

search also revealed different techniques for approaching the

problem. Considering all  the works, the most used databases

are bidding bases, lawsuits, public notices and corporate struc-

ture  of  companies,  respectively.  Conclusions:  The  work  has

shown a recent increase in interest in analyzing public data for

irregularities. It is expected that this analysis will help control

bodies  elucidating different  ways of  detecting crimes against

the public administration in an automated way.

Index  Terms—Crime,  Corruption,  Public  Administration,

Data Science

I. INTRODUCTION

UBLIC resource management in many countries, as well

as in Brazil, is unfortunately subject to illicit acts, which

aim at the subtraction usage of the same resources for the

public benefit. Among the most common crimes against pub-

lic  administration,  according to  Brazilian law, are Corrup-

tion, Embezzlement,  Prevarication,  and Concussion. In the

Brazilian context, a study carried out by the Department of

Competitiveness and Technology (Decomtec) of Fiesp (Fed-

eration  of  Industries  of  São  Paulo)  revealed  that  the  eco-

nomic and social damage caused by corruption in the country

reaches R$ 69 billion reais per year [8]. At the same time, the

Anti-Corruption Capacity Index (CCC), which is prepared by

P

the American business entity  Americas Society/Council  of

the Americas (AS/COA) and the British consultancy Control

Risks, indicates that, since 2019, Brazil has been falling in

the ranking that measures each nation ability to fight corrup-

tion [24].  In  addition,  Brazil  ranks 96th in  the Corruption

Perceptions Index, organized by Transparency International,

which order countries' ranks according to the degree to which

corruption is perceived to exist among public and political

officials, in a total of 180 countries [10].

This difficulty in combating crimes against the public ad-

ministration involves the difficulty in analyzing a large data

volume referring to the public asset movement,  often dis-

persed in different databases. As a result, a good part of the

investigative processes about damages to public funds origi-

nated in complaints made by the citizens themselves [25].

However, despite the difficulty imposed by the large infor-

mation volume, it is precise that a good part of government

services are stored (and to some extent available) in digital

format that makes their analysis through Data Science and

Data Analytics usage.

Given this scenario,  it  is  necessary to use and improve

techniques and tools which aim to detect, identify or predict

the potential crime existence against the public administra-

tion. In many cases, these deductions can only be extracted

from the unified analysis of distinct databases. The informa-

tion collected in heterogeneous databases, in order to assist

in the decision-making process, is already widely used in the

private  sector  worldwide,  for  example,  in  training  Credit

Score - an index that determines how safe it is to provide

credit to a given consumer [11].

The present work objective, therefore, is, through a sys-

tematic mapping accomplishment, to carry out a survey on

the studies that aim at the development and improvement of

crime detection techniques against the public administration

in databases, which techniques are most used, which crime
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types  are  most  addressed,  and  which  databases  are  most

used. The work also aims to observe the countries with the

greatest interest in exploring the problem and whether it is

possible to establish a correlation between this interest and

the corruption perception indices, according to [10], as well

as the interest evolution over time.

The rest of the work is organized as follows: section 2 de-

scribes the work methodology, the research questions raised,

and the search strategies. Section 3 presents the results ob-

tained after the search, as well as the answers to the research

questions. A work narrative synthesis is described in section

4. Section 5 looks at threats to the work's validity. Conclu-

sions and final considerations are presented in section 6.

II. METHODOLOGY

The following section describes the methodology used to

carry out the work. To guide the research question formula-

tion  and  the  bibliographic  search,  the  PICO strategy  was

used [23]. The PICO strategy guides the research question

construction and the bibliographic search, and allows the re-

searcher,  when having doubt or  question,  to  locate,  accu-

rately and quickly, the best scientific information available.

It presents four fundamental research elements: Population,

Intervention, Control, and Outcome, which the authors used

to describe all components related to the identified problem

and structure the research questions.

A. Research questions

Following are the research questions:

QP1. What crime types against public administration are

most commonly identified in these works?

QP2.  What  are  the  most  widely  used  data  science  ap-

proaches to detect them? 

QP3. What are the approach performance metrics?

QP4. What are the most used databases for the approach

application? 

QP5. What are the main journals and conferences on the

topic?

QP6. In which years were more articles published in this

area? 

QP7. Which countries have the most publications in this

area?.

B. Search Strategy

The research was designed according to the PICO strat-

egy [23], and the result is illustrated in Table 1. Therefore,

keywords were established for each category. The resulting

set is described in Table 2. The first keywords were selected

from some control articles, similar to solution sought in this

work. In addition, other keywords were included based on

criteria such as related works, similarity and synonyms. The

keyword set  was then refined,  removing redundant words

and identifying word stems. The process result is illustrated

in Table 3.

Table  4  shows  the  string  used  for  searches  in  the
databases.  The population keywords were subdivided into
three blocks, the first being related to the action (detection
and its  correspondences),  the second related to  the object
sought (crime, corruption, and its correspondences), and the
third  block  related  to  where  to  find  the  objects  sought

TABLE I. PICO STRATEGY CATEGORIES

Category Description

Population Publications that directly address the 
crime identification against the public 
administration.

Intervention Context of applications that use 
automated approaches to identify 
crimes against public administration.

Control Applications that do not use automated 
approaches to identify crimes against 
the public administration.

Result Automated approaches to identify 
crimes against the public administration
through computing usage.

TABLE II. KEYWORDS BY CATEGORY

Category Description

Population crime detection against public administration, 

corruption detection, collusion detection, fraud 

detection, corruption in public sector, fraud 

detection in public procurement, risk pattern in 

public sector, cartel detection, corruption risk 

assessment, offences against public 

administration, public ghost employee, public 

ghost payroll, organized crime, prevarication, 

public treasury, public procurement, public 

bidding, government purchasing, bid rigging,

public fund, money laundering

Intervention data mining, data science, text mining, artificial 
intelligence, a.i, data crossing, crossing 
technologies, data combination, data 
manipulation, machine learning, neural network, 
deep learning, cluster analysis, algorithm

Control -

Result decision support system, dss, knowledge 
discovery, automated system, automated 
information system, prototype, online analytical 
processing, olap, intelligent agent, corruption 
indicator, predictive, model, predictive analytics, 
model

TABLE III. KEYWORDS REFINED BY CATEGORY

Population crime detect*, collusion detect* corruption
detect*,  fraud detect* offences detect*,
cartel detect* prevarication detect*, ghost
payroll detect*, ghost employee detect*, bid
rigging, money laundering, corruption risk,
public administration, public sector, public
procurement public treasury, public
bidding,  public  employ*,  government*
purchas* government* treasury, public
fund, risk pattern

Intervention data mining, data science,  text mining, data
crossing, artificial  intelligence, crossing
technologies, data combination,  data
manipulation, machine learning,  neural
network, deep learning, cluster analysis,
algorithm

Result decision support system, dss,  knowledge
discovery, automated  system,  prototype,
automated information system,  online
analytical processing, olap, intelligent agent,
corruption  indicator,  approach, predictive
model, predictive analytics, model
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(public sector, bids, and their correspondence). Searches in
titles,  abstracts,  and  keywords  were  used  in  the  Scopus,
IEEE Xplore Digital  Library,  Web of  Science,  and ACM
Digital Library search bases.

Following  are  the  Inclusion  Criteria:  (1)  Short  and
complete works published and available in full in scientific
databases, with title, abstract, and keywords available in the
English language; (2) Recent works (published from 2010
onwards), however, they have already been approved by the
scientific  community.  (3)  Works  that  propose  a  method,
tool, or application for the detection, selection, or fraud or
crime prediction against public administration in databases
through  Data  Science  usage.  The  2010  limit  year  was
determined  to  be  immediately  prior  to  the  Law
implementation on Information Access [1], which regulated
the citizens' constitutional right to access public information.

The  following  are  Exclusion  Criteria:  (1)  Duplicate
works; (2) Restricted works; (3) Revision works; (4) Works
that do not seek to detect  crimes; (5)  Works that  seek to
detect  or  predict  other  crimes  outside  the  context  of  this
work.

C. Information Extraction Strategy

To assess the work quality and answer the exposed re-

search questions in section 2.1, a form was designed to be

answered  for  each  article  read  completely.  According  to

[12], data extraction forms should be designed to collect all

the information necessary to address the issues and quality

criteria of the study. Table 5 presents the extraction form

used in this research. For the attributes Crime Types, Ap-

proaches,  Performance Metrics,  and Databases,  the results

are multivalued, that is, there is the possibility of more than

one answer of the same attribute for each article.

TABLE V. EXTRACTION FORM

Attribute Description

Crime Type Identification  of  the  crime  type  against  the
public administration which the work aims to
identify. Part of this task was already carried
out in exclusion criterion 5,  which sought to
remove crime identification work outside the
public administration context.

Approach The Data Science identification approach used
in the crime identification

Performanc

e Metric

The  evaluation  criteria  identification  of  the
approach according to the authors' experiment,
if there is any.

Database The databases identification, structured or not,
analyzed by the approaches.

III. RESULTS AND DISCUSSION

The following subsections describe the search process and

discuss the results. In subsection 3.1 the resulting treatment

and the exclusion criteria application until the analysis base

formation is described. Subsection 3.2 runs briefly over each

selected  job.  From  subsection  3.3  onwards,  the  research

questions are answered based on the results.

A. Results

Once the works were searched in the specified databases

using the keywords, the first step was the duplicate work re-

moval  since they were found in  more than one database.

Figure  1  presents  a  flow  describing  the  article  extraction

process from this phase to analysis. The search sum in the

databases returned a total of 251 works, a number that was

reduced to 223 after the duplicate article removal.

Then the other exclusion criteria were applied. Two arti-

cles were removed for being of a restricted domain. After-

ward,  the  work  title  was  read  to  identify  review articles.

Along with the title, the work abstract was also observed,

which allowed us to remove those that were not intended to

detect fraud and crimes. These three criteria allowed us to

reduce the number of works to a total of 100 articles.

After the exclusion according to these criteria, we were

left with 100 works that aimed to search for techniques and

tools to detect crimes or fraud automatically. Yet, many of

these works did not aim at crime identification in the public

administration sphere. Among the events sought by these ar-

ticles were common crimes, hacking invasions, health insur-

ance fraud, and even illegal immigration.  Frequently read-

ing the title and abstract were sufficient for this discernment,

but often the article introduction needed to be read for more

precision. Finally, after the last step in applying the removal

criteria,  we reached 19 articles.  All  have been read com-

pletely and a brief commentary is described in the following

sections.

B. Work Abstracts

The works of [14] and [20] present an approach to crime

detection based on users' perceptions. The first is based on

the post content on the social network Twitter, while the au-

thors of the second created a survey to be applied by public

TABLE IV. GENERIC SEARCH STRING

(“detect*” OR “search*” OR “find*” OR
“look* for” OR “predict*”)

AND (“crime” OR “corruption” OR “clue”
OR “fraud*” OR “collusion” OR “offence” OR
“cartel” OR “malfeasance”  OR  “prevarication”
OR  “ghost  payroll”  OR  “ghost  employee”  OR
“bid  rigging”  OR “irregularity” OR ”money
laundering”OR “anomaly” OR “suspicious”)

AND (“public administration” OR “public
sector” OR “public procurement” OR
“government* procurement” OR “public
treasury” OR (“bidding” AND (“public” OR
“government*”)) OR “public employ*”OR
“government* purchas*” OR “government*
treasury” OR “public fund”)

AND (“data mining” OR “data science” OR
“text mining” OR “artificial intelligence” OR
“data crossing” OR “crossing technologies” OR
“data combination” OR “data manipulation” OR
“machine learning” OR  “neural network” OR
“deep learning” OR “cluster analysis” OR
“algorithm”)

AND  (“decision  support  system”  OR  “dss”
OR  “knowledge  discovery”  OR  “automated
system” OR “automated information system” OR
“prototype” OR “online analytical processing”
OR “olap” OR “intelligent agent” OR “predictive
model*” OR “predictive analytics” OR “model”
OR “corruption indicator” OR “approach*”)

Population

Intervention

Result
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service users. The article by [13] seeks to analyze financial

transactions in order to find suspicious transactions that lead

to money laundering, while [3] propose an ontology to, ap-

plied to a data warehouse, identify inconsistencies in pay-

roll.

From here,  the  articles  focus  on  fraud  detection  in  the

public purchase sphere. [7], [16], and [21] seek to identify

potential signs of fraud already in terms of the bids using

opening, among other devices, text mining techniques. The

work of [5] proposes to use Bayesian networks to identify

fractional  purchases,  where  the  bidding  process  is  sup-

pressed if each purchase value does not exceed a maximum

value defined by Brazilian legislation.

The article by [17] added, to the bidding database, a bid

list  against those for which there are legal proceedings or

formal complaints. The objective is to detect patterns of at-

tributes of problematic processes in order to identify prob-

lems in new bidding processes using random forest. [9] used

a  similar  approach,  in  addition  to  using  other  available

process data, such as budget, duration, delays, time before

electoral processes, and geographic patterns.

Other works seek to detect bidding processes with poten-

tial  collusion  through  the  association  network  analysis  of

other  purchases  involving  the  same  buyers  or  suppliers.

They are [22], [6], [19] and [4]. For this, they use techniques

such as association rules and random forest. Articles such as

[2], [18], and [26] use clustering algorithms to group com-

petitive  and  non-competitive  bidding  processes  based  on

data  such  as  the  ratio  between  the  bid  values  offered  by

companies and initial value of the contract.

Finally, [25] and [15] propose the veracious data analysis

suite creation of bidding processes, precisely with the addi-

tion of information available in other databases. It allows the

fraudulent schemes detection that could only be elucidated

from  this  distributed  information  joining.  Auxiliary  data-

bases include corporate structure data of companies, income

transfer programs, and electoral data

C. QP1: What crime types against public administration 

are most commonly identified in these works?

The vast majority (78.9%) of the work authors focused

their efforts on automated techniques to detect fraud in bids,

as  illustrated  in  Figure  2.  However,  the  works  differ  on

when the detection attempt is performed. Some works, such

as [7], [16] and [21], seek to identify potential fraud signs in

terms of the bid opening. Other works, such as [2] and [18],

use variables found during the bidding process to find collu-

sions, such as bid values and time intervals. Finally, works

such as [22] and [4] based on the compilation of different

bidding processes already carried out in search of participa-

tion patterns and winners. There are still other works, such

as [25] and [15], which use multiple approaches to detec-

tion.

Two other works ([14] and [20]) did not define a specific

crime type  but  were  concerned  with  detecting  fraud  in  a

more  comprehensive  way  through  opinion  collection  and

user perception. There are also works aimed at finding fraud

in the government employee payroll [3] and money launder-

ing [13].

Figure 2. Crimes or Frauds identified in the approaches

D. QP2: What are the most widely used data science 

approaches to detect them?

As seen in the previous item, most works focus on fraud

detection  in  government  purchases  through  bidding  pro-

cesses. Some works, such as [7], [16] and [21], seek to iden-

tify signs already in terms of opening the process. For this,

text mining tools are used to analyze specific term elements.

Once found, they apply logistic regression or deep learning

algorithms  to  detect  a   competitiveness  lack  in  bidding

terms, which could point to a possible collusion between the

bidder and interested companies. On the other hand, works

aimed at identifying fraud in the same processes using data

generated during the bidding process, such as [2], [26] and

[18], using data as the ratio between bid value and initial bid

value, through clustering algorithms to differentiate compet-

itive and non-competitive processes. Finally, clustering al-

gorithms, as well as association rules used by works such as

[22] and [4] to identify collusions between companies and

suppliers  through  several  bidding  process  analysis.  Other

works, such as [25] and [15], combine other techniques for

this detection, in addition to the assigning score possibility

to certain companies that participate in bidding processes.

For this, they use other data sources in addition to the basis

of  contracts  and  public  bids  generally  used  in  other  ap-

proaches, as detailed in the following section.

The works [14] and [20], which did not define a specific

crime type because they are concerned with detecting fraud

in a more comprehensive way, making use of reports and

impressions of  public service users. While [14] use machine

learning techniques to detect fraud evidence in public ser-

vices through posts on Twitter, [20] applied forms to users

of different services in order to search for inefficiency signs

based on the responses to these forms using clustering algo-

rithms.

To detect money laundering crimes, [13] used a Bayesian

classifier based on a bank operation set. As for looking for

inconsistencies  in  payrolls  (not  necessarily  fraud)  [3]  de-

Figure 1. Prism chart with data extraction
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fined an ontology indexing process through concept maps

and audit indicators as a tool for documenting evidence.

E. QP3: What are the approach performance metrics?

In general, the authors used accuracy as the predominant

form of statistical evaluation of the proposed models, with

the exception of [22] who obtained an assertiveness of 90%

according to its own evaluation index, called RQ, when try-

ing to identify cartel formation and [7] who obtained a Mean

Square Error (MSE) of approximately 0.0013 when trying to

predict fraudulent bids from their opening terms.

Also, when analyzing the bid opening terms [16] obtained

an accuracy of 76% using SVM, while [21] obtained accura-

cies between 72% and 85%, depending on the product group

of the used bidding process utilizing Logistical Regression

and Bayesian Networks. [6] obtained an accuracy of 67% in

identifying cartels. Through the attribute analysis of the bid-

ding process, [26] reached an accuracy of 99%, while in the

work of [17] the same rate was 90% using similar data, in-

cluding data from known problematic bids. The work of [5]

reached  an  accuracy  of  99.9%  analyzing  fractional  bids

where the global value is divided into bids with lower values

to circumvent some legal requirements.

Outside the bidding process context, [20] obtained an ac-

curacy of 87.5% in the irregularity discovery when applying

a questionnaire to public service users. [13] reached an ac-

curacy  of  81%  when  searching  for  suspicious  financial

transactions  in  order  to  find  money  laundering  evidence.

The other works found proposed data analysis models with-

out presenting statistical validations regarding these models'

assertiveness.

F. QP4: What are the most used databases for the 

approach application?

The answer to this question must take into account the

fraud or crime type that the work aims to detect. [13], for

example, used bank transaction databases to look for fraud

evidence. [3] used a payroll database to build a data ware-

house and define its ontology. In turn, [14] and [20] used

posts on the social network Twitter and data from an applied

survey,  respectively,  to identify fraud in the public sector

through the perception of users.

Figure 3 counts the databases used to help detect fraud in

bidding processes. Note that one approach can make use of

more than one database simultaneously.  Altogether,  13 of

the 15 studies found that proposed to detect anomalies in

bidding processes utilizing public bidding and procurement

bases, while the other two analyzed only opening documents

and the process definition. In order to negatively consider

processes  involving companies  against  which there  was a

history  of  lawsuits,  some  works  made  use  of  procedural

bases,  judicial  sentences,  and complaints.  Other  databases

used  were  those  that  included  the  corporate  structure  of

companies, income transfer programs, electoral data, data on

politically exposed persons, census data, accounting records,

and company registration data.

G. QP5: What are the main journals and conferences on 

the topic?

Among the results found, all of them were published in

different Magazines,  Journals,  or  Conferences.  Thus there

isn't a periodical or conference that stood out from the oth-

ers.

H. In which years were more articles published in this 

area?

As shown in Figure 4, it is possible to notice an increase

in the publication of works that address the researched topic

from 2019, with four papers published. The year 2020 was,

Figure 3. Databases used to detect bid fraud

Figure 4. Databases used to detect bid fraud
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until then, the one with the highest number of publications,

accounting for six papers.

I. QP7: Which countries have the most publications in 

this area?

Figure  5  shows  the  distribution  of  published  works

around the world, where the size of the blue circle represents

the publication number. It is possible to notice that the coun-

try  with  the largest  publication number  is  Brazil  (5),  fol-

lowed by Russia (2), India (2), and Croatia (2). Colombia,

Spain, Bangladesh, the United Kingdom, the United States,

Romania, Paraguay, and Portugal complete the list with one

work each. Figure 5 also plots, in red, the position of that

country  (only  where  works  was  found)  in  the  Corruption

Perceptions  Index  prepared  by  International  Transparency

for the year 2020 [10], where the darker the red color, the

greater the corruption perception. Through the results, it was

not possible to establish a relationship between the number

of  published  works  and  the  corruption  perception  in  the

country. 

IV. NARRATIVE SYNTHESIS

Quantitatively,  the result  observation allowed us to  ob-

serve that the search for automated ways to detect fraud and

crimes is relatively recent in the scientific context. For many

authors, this is often due to the late digitization process of

governments in relation to the private sector, especially in

underdeveloped countries. With no government data avail-

able in digital format, there is no means to perform such a

task.

The quantitative analysis  also  placed Brazil  as  a  major

contributor to this approach type, despite being in an inter-

mediate position in the Corruption Perception Index (CPI) in

2020  provided  by  International  Transparency.  It  was  ob-

served that the publication number per country cannot be di-

rectly related to the countries' perceptions of corruption, ac-

cording to the same index.

The bidding processes, as analyzed, are the main target of

automated fraud detection processes in the public context. In

general,  the  authors  justified  the  interest  in  this  collusion

type due to the large financial volumes involved in govern-

ment purchases that  carry out the bidding processes.  Fur-

thermore, the amount of money involved in these transac-

tions inevitably ends up arousing malicious people's interest.

For such detections, the works take turns using predictive

and  deductive  models.  Deductive  models  are  generally

based  on  local  legislation  and  prior  knowledge  about  the

fraudulent scheme typologies, which is often a disadvantage

because this approach type is not able to predict new scheme

formats. On the other hand, predictive models are more dif-

ficult to apply due to the absence of training bases, consider-

ing that the number of proven frauds is often insufficient for

modeling this approach type.

V. THREATS TO VALIDITY

The great difficulty of the current work concerns the key-

word selection to search in the databases. As much as the

search context is well defined, the expressions used to de-

scribe crimes, frauds, or anomalies are diverse and are sub-

ject to different regionalities and descriptions depending on

the country where the laws are written making it difficult to

select terms used as population keywords, according to the

PICO model. This characteristic threatens above all the ex-

cessive volume of works from Brazil. Another similar diffi-

culty is the wide term variety used to describe the methods

used for detection, described in the intervention keywords.

An incomplete keyword selection can considerably limit the

number of results returned.

As for the exclusion criteria, the heterogeneity of different

laws and policies in different countries can compromise the

researcher's  interpretation,  regarding  the  often  subjective

analysis of these criteria. For example, in the current work,

fraud  against  health  plans  was  not  considered,  given  that

Brazil has a single public health system that is not very in-

tertwined with the private system so financial fraud against

health plans in Brazil generally does not involve public ad-

ministration. But it is not possible to infer that this does not

occur in other countries.

VI. FINAL CONSIDERATION

All over the world,  to a greater or lesser extent,  public

money management deprives the population of the right to

fully  take  advantage  of  the  resources  provided  by  them

through taxes. This mismanagement is often intentional, re-

sulting from criminal actions that seek to subtract or misuse

public goods for their own benefit. Fortunately, the recent

governmental service digitization, allied to the principle that

Figure 5. Publication number by country and position in the IPC-2020
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part of this information load is in the collective domain, al-

lows  the  organizational  or  popular  initiative  emergence,

aimed  at  these  illicit  act  identification.  The  information

sheer volume, however, requires an automated process.

The current  work described a systematic  mapping with

the objective of elucidating scientific works aimed at the au-

tomated tools development or improvement for the fraud de-

tection or crimes against public administration. The research

questions were raised and, based on the PICO strategy, the

search keywords were selected. Once searched, the works

were selected based on pre-defined inclusion and exclusion

criteria.

The result analysis shows that this concern, fortunately, is

growing. Several studies were found with this objective in

mind,  and they do so by approaching different strategies.

Due  to  the  financial  resource  volume  involved,  bidding

fraud is the main target of this initiative type. Some works

even look for the association of different databases, seeking

the  fragmented  information  discovery.  The  computational

resources for this range from text mining to machine learn-

ing algorithms.

It is hoped that this work can provide guidance to entities

that seek to develop initiatives and develop tools that allow a

better public expenditure monitoring. As noted in this work,

part of the information available for this task is in the public

domain,  allowing  non-governmental  entities  to  participate

directly in these initiatives. However, it is the control bodies

that have exclusive control over part of the data identified as

a source for the detecting crime work, in addition to having

civil liability for such.

It is recommended the existence of periodical works in

this sense, in order to maintain the population and control

institutions always updated on the best practices to achieve

the final objective, which is the fight against fraud in public

administration. In future works, it is recommended a better

understanding of the terms used to define illegal or suspi-

cious acts which will be used in the search string, in order to

avoid the existence of false negatives in the process. In addi-

tion, a more in-depth analysis of the results offered by the

applications found is  also  recommended,  comparing them

and indicating the best approach for each situation.
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